[bookmark: _GoBack]Candidate with experience of 10 to 12 years in security / Infrastructure, preferably in to BFSI sector. 
Ensuring that the Bank is in Compliance with the relevant guidelines issued by RBI and other regulators including advisory and alerts issued by the CSITE team.
Review new products, procedures, system implementation to ensure activities of the bank are compliant with all the regulatory and statutory requirements including the internal procedures, processes and policies laid down by the Board.
Creating and implementing a strategy for the deployment of information security technologies and solutions to minimize the risk of cyber-attacks
Should be very well versed with the Banking Regulatory Domain on IT & Info-Sec such as Cyber Security Framework, Master Direction on Digital Payment Security Controls, G. Gopalakrishnan Committee Recommendations, CSITE Advisories, ATM Security Regulations, SEBI Cyber Security Regulations, etc.
Should be familiar with the Banking industry practice with respect to the IT-Compliance & Controls environment.
Managing the daily operation and implementation of the IT security strategy

conducting a continuous assessment of current IT security practices and systems and identifying areas for improvement

Solved member's network related queries and problems satisfactorily.

Conducted network audit of all sites to study network response and performance.

Directed significant effort into IT asset management, involving hardening, tagging, tracking and auditing all IT assets across the companies.

Developing strategies to handle security incidents and trigger investigation

Delivering new security technology approaches and implementing next generation solutions

Overseeing the management of the IT security department, giving leadership to the team and developing staff

Ensuring compliance with the latest regulations and compliance requirements

Running security audits and risk assessments

Developing and implementing business continuity plans
A certification in one of the following - CISA / CISSP / CISM / CRISC will be an advantage.
Candidate should have Information Security background, preferably in banking Industry
Should have excellent analytical, drafting, communication (English Language - spoken and written) and presentation skills
Interaction with the regulator for various clarifications required, dissemination and tracking the same.
Will be reporting to CEO of the bank and Risk committee. 

